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Abstract. The paper discusses M2M communications standards for smart me-
tering. One of the our goals is to show the failures of ETSI standartization 
process for M2M communications. Our paper proposessome extesions to ETSI 
standards. At the first hand, it is M-Bus protocol and Open Metering System 
based on M-Bus. The paper shows how to estimate wireless M-bus throughput 
and how to avoid collisions. After analysis of OpenAPI for M2M, submitted to 
ETSI, we propose a new approach in the client-side web development – Web 
Intents. The main goal for our suggestions is to simplify the development phase 
for new applications by support asynchronous calls and JSON versus XML for 
data exchange. 
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1 Introduction 

 
The M2M (Machine-to-Machine) communications industry has attracted increas-
ing attention during the past several years. Analysys Mason forecasts [1] that the 
number of M2M device worldwide connections will grow from 62 million in 2010 
to 2.1 billion devices in 2020, at a 36% year-on-year growth rate. Household use 
(utilities, power meters, etc.) constitutes an over helming fraction – 62%. Accord-
ing to the prognosis [1], over 90 percent of forecast connections will utilize wire-
less. While many M2M deployments will make use of short-range or proprietary 
radio links, cellular-based M2M solutions will be preferred where mobility is re-
quired, or where high data volumes or data transfer rates are involved. In order for 
the billions of devices, services and networks to realize the full M2M potential, 
standardization will be a key.  

15



 
 

 

Fig. 1. Commercial and consumer M2M device connections by industry sector, worldwide, 
2020 (Source: Analysys Mason, 2011 [1]). 

M2M architecture interfaces. Open standards, open protocols, open architecture and 
open web are some of the key concepts in the home automation industry, but it is 
rather far from real openness.  

1) Many people believe that open protocol implies that if a controller fails from 
one vendor, they can replace it with another vendor. It is not as simple as plug and 
play. There are overhead vendor dependent software tools that must be used to confi-
gure and program the controller before connecting to the network.  

2) The open protocol standards (e.g., the most popular standards BACnet or Lon-
Works) do not define a standard programming language or rules to program an appli-
cation controller. The actual interpretation of the code written by the user is proprie-
tary to each vendor. 

3) In the most cases, the manufacturer and/or the system integrator will not allow 
the facility manager to view the programs. 

Several standartization bodies are active in the field of M2M communications (e.g. 
IETF, ETSI, OMA, BBF, OSGi, HGI, etc.) [2, 3]. In the paper, we follow the 
EURESCOM concept of the M2M architecture [4 ]. There are seven basic interfaces 
of M2M architecture (Figure 2). 
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Fig. 2. An M2M architecture instance [4]. 

Interface 1 - between the platform and external service providers running their servic-
es remotely;  

Interface 2 - between the platform and the customer applying the features offered 
by the platform, may be accessed conveniently via a standard web browser;  

Interface 3 - for installation support, access to remote databases, remote manage-
ment, etc.;  

Interface 4 - to the backbone IP network;  
Interface 5 is the application level interface between the service platform and Con-

nected Objects on the device side. (This is described in more detail in the OpenAPI 
section below.) 

Interface 6 is application specific (non-IP based, e.g., M-bus, ZigBee, LON, 
Zwave) and requires gateway.  
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Interface 7 may be identical to Interface 4. However, it may be optimized for M2M 
applications according to specifications from the IETF (i.e. from the working groups 
6lowpan and Roll). 

All software interfaces 1 to 7 must be open, as requested by EC Mandate M/441, 
but up to now ETSI efforts are restricted by Open M2M API only (i.e., Interface 1). 
The Open API for M2M applications developed in EURESCOM study P1957 [4] 
have been submitted as a contribution to ETSI TC M2M [5] for standardization.  

Our main goal is here twofold. Besides the describing the current state of M2M 
communications standards for smart metering, we try, at the first hand, to estimate the 
place of our proposal to promote M-Bus protocol [6, 7] as a unique protocol between 
tens of existing ones. The second point relates to some new additions in M2M APIs 
architecture [8, 9, 10], namely: we are going to propose web intents as add-on for the 
more traditional REST approach in order to simplify the development phases for 
M2M applications. The key moments in our proposals are: JSON versus XML, asyn-
chronous communications and integrated calls. 

The rest of the paper is organized as follows. In Sections II and III we refer to 
ETSI standardization mandate M/441 for smart metering and ETSI's 3rd workshop on 
M2M communications. Section IV contains the description of Open Metering System 
specification developed by German companies ZVEI, FIGAWA and KNX. Sections 
V and VI consider Open API for M2M, submitted to ETSI and a never web tool – 
Web Intents for enhancement of M2M middleware.  

2 Smart metering standardization mandate M/411 

Considering M2M communications as a central point of Future Internet, European 
commission creates standardization mandate M/441 [11]. The mandate M/441, issued 
on 12th March 2009 to CEN, CENELEC and ETSI, is a major development in shap-
ing the future European standards for smart metering and Advanced Metering Infra-
structures. The general objective of the mandate is to ensure European standards that 
will enable interoperability of utility meters (water, gas, electricity, heat). 

As it was pointed out in the MOU of Mandate, there are about 110 applicable tech-
nical standards available today which cover parts of a Smart Metering application. No 
standard covers the full application range. Many component-level standards for M2M 
communications already exist, addressing various radio interfaces, different meshed 
or routed networking choices, or offering a choice of identity schemes. Each is opti-
mised for a particular application scenario and there is therefore a degree of fragmen-
tation. Until now, little effort has been made to bring all these pieces together, and 
identify the standardization gaps which exist. ETSI is now confronting to that un-
solved problem. 

According to Mandate, standardization bodies are request to develop European 
Standards for:  

1. A software and hardware open architecture for utility meters – the open architec-
ture must support secure bidirectional upstream and downstream communications 
through standardized interfaces, scale to support simple and the most complex ap-
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plication, consider current and future communication media, and management and 
control systems for consumers and services providers;  

2. Solutions for additional functionalities within the interoperable framework – addi-
tional functionalities within the interoperable framework must be achieved to ena-
ble full interoperability solutions;  

3. The standards to be developed must permit innovation in the protocols that enable 
remote reading of utility meters, advanced information and management services 
and fully integrated instruments, modular and multi-part solutions.  

In order to achieve full interoperability, as requested by Mandate M/441 [11], and 
with the OSI model as a reference, open interface standards must be defined for all 
layers of the communications protocol stack that reside on the meter, both upstream 
and downstream (e.g. for all interfaces as Figure 2 shows).  

3 On M2M standartization: a failure case 

Mandate M/441 has gone in power three and a half years ago, and what have we now? 
ETSI's 3rd workshop on Machine to Machine (M2M) communications, held in Man-
delieu, France on October 23-25, 2012, gathered leading experts from all over the 
world to hear how ETSI M2M technology standards are being deployed. “With 270 
registered delegates from four continents, 25 speakers, thirteen live demonstrations of 
M2M-based applications and two days of intense discussion, this year's event was 
again a success,” – the official workshops’ site assure us [12]. In reality, the state-of-
the-art with M2M standards is far from hopeful. 

The demos of M2M-based applications involving 28 companies were carried 
on.The demos covered once again a respectable cross section of the application do-
mains such as: Smart Metering, Home automation, Energy Efficiency, Smart build-
ing, Smart City, Smart Parking, Exercise, Gaming and Home Energy, Management 
Systems linked with Social Networking Service and others. But the existing standards 
IETF CoAP and 6lowpan, ETSI M2M, OMA DM, BBF TR069, OSGi, HGI, etc. and 
the existing protocols ZigBee, KNX, etc. are far from convergence. 

Now the new international M2M Partnership Project “oneM2M” has started. The 
list of funding partners include ETSI (Europe), ATIS and TIA (US), CCSA (China), 
TTA (Korea), ARIB and TTC (Japan). But, we guess, the leading role of ETSI stays 
no easier. 

The title of paper “M2M: An Ecosystem in Flux” is rather symptomatic [13]. As 
before (in the power of M/441) ETSI TC M2M wants to provide an end-to-end view 
of M2M standardization. Many disjointed standards have already been developed, but 
no one has successfully brought all these pieces together.  

TIA has recently emerged as a leading voice in the U.S. and could be the best hope 
in the framework of the „oneM2M” project. Regardless of the geography of the 
„oneM2M” network or the device, the continued proliferation of connected devices 
on a global scale will force everyone to agree on one standard sooner rather than later.  

The China’s assistance is one more hopeful sign. “It is urgent to develop national-
level standards, even for the three major Chinese mobile operators that are developing 

19



 
 

different M2M standards,” the representative of the Science and Technology Commit-
tee of China Telecom says. “Only when standardization is achieved can M2M mod-
ules and terminals fulfill large-scale and cost-effective manufacturing, and the indus-
try value chain match the potential of M2M services.” 

4 Open Metering System: a challenge 

The 3d ETSI M2M workshop demos were represented by many companies (e.g. smart 
metering from Gridpocket, Sierra Wireless and LAAS-CMRS, M2M gateway from 
Actility and NEC, etc.). But these demos were about interoperability only and not 
much about convergence of standards. Meanwhile, leading meter manufacturers and 
technology providers in Europe have joined the effort to create the new open standard 
for metering. The new Open Metering System (OMS) specification has been devel-
oped to meet a demand for interoperable solutions for meter reading, and a unified 
approach for the different media (electricity, gas, heat and water). In 2009, the three-
part specification was released [14]. The Open Metering System alliance was initiated 
by German companies ZVEI, FIGAWA and KNX. 

The new specification is based on established norms and standards where it has 
been possible. The tertiary communication is solely based on TCP/IP, and the primary 
communication is based on the M-Bus standard (wired or wireless), EN 13757.  

For wired connections the physical layer M-Bus according to the European stan-
dard EN 13757 is proposed. It is a two-wire system, optionally capable of providing 
power to multi-utility (battery-powered) meters (Figure 3). 

 

Fig. 3. M-bus wired (a) and wireless (b) infrastructure with 4 meters. 

The specification defines a Multi Utility Communication (MUC) device, which acts 
like an intelligent data concentrator between the automated meter management 
(AMM) back office system (for billing or other purposes), and the metering and actu-
ator devices. The MUC can be integrated into a meter (typically an electricity meter) 
or it can be a standalone unit. Figure 4 shows a simplified Open Metering System 
overview. 
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5 On Wireless M-Bus throughput: future work 

Of course, there are some OMS problems not yet solved. One hard question is - how 
to estimate wireless M-bus throughput and how to avoid collisions. 

Wireless M-Bus has been optimised for low battery consumption and short duty 
cycles. It provides various modes to support different scenarios like stationary and 
mobile readout. The main direction of the traffic is from the meter to the data collec-
tor system, with a back channel for commands, especially when the meter is battery 
powered. In the case of mains powered meters, there are fewer limitations. 

Standard EN 13757 describes several variants for wireless meter communications 
(S1, T1, S2, T2). They cover all types of meter communication including mobile and 
stationary readout modes. A smart meter scenario requires a stationary receiver and 
frequent transmission of meter data to support user consumption feedback and varia-
ble tariffs.  

S1 and T1 are unidirectional standards where the meter frequently (seconds to 
hours) transmits telegrams containing meter identification together with metered data. 
S2 and T2 are compatible bidirectional enhancements of S1 respectively T1. Both 
enable a communication hub to multi-utility meter communication after each multi-
utility meter to communication hub telegram. Table 1 shows the intervals of transmis-
sion for different applications and metering media [16]. 

 

Fig. 5. Intervals of transmission for different applications and metering media. 

Let us give an insight in wireless metering technique. Aloha, the simplest form of 
random uncoordinated channel access mechanism, allows any packet that is available 
for transmission to be sent on the medium with successful packet reception reported 
via an acknowledgement. In the absence of an acknowledgement, the transmission is 
repeated. 

In pure Aloha, the probability of successful packet transmission of fixed length 
packets of duration m is the probability that no other packet is transmitted in the in-
terval 2m. In other words, in its simplest form, Aloha assumes all non-collided pack-
ets are successfully delivered. 

The number of transmission attempts obviously depends on the number of active 
nodes and the probability with which each node generates a packet. In the classical 
Aloha analysis, inter-arrival is a Poisson distribution as each transmission is assumed 
to be uncorrelated with any other. Figure 6 shows that the pure Aloha maximum effi-
ciency is a less more than 18 %. 
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